Google Authenticator - New Two-Factor
Authentication

Changes to Two-Factor Authentication

In release version 1.033 we changed the two-factor authentication from emails and text messages
to the Google Authenticator. This provides Order Time Inventory with top of the line security
which will take us into the future of online apps.

One of the best ways to protect your account is to have an extra form of verification in place. Two-
factor authentication helps keep out anyone who shouldn’t have access to your account by
requiring a second step after you enter your password.

Example of the new Two Factor Authentication Screen



TWO FACTOR AUTHENTICATION

Scan QR code

Manual setup code GUZTCMRWGQ3DGMBEQ

Authentication code

[[] Check to remember this device so that you won't be asked for 2FA
every time, but we will ask every so often.

What is Two-Factor Authentication?

Two-Factor Authentication provides another element of security
while logging in to verify that the only person able to actually
gain access to the account is you, regardless of whether
someone else knows the credentials or not. More information
can be found here.

Download the Google Authenticator on your smart phone, then
scan the QR Code or enter the Manual setup code. When you see
the & digit number appear (that's the Authentication code) enter
it and click SUBMIT.

Google Play

We also added a new setting under the Company Info that
allows the Master Admin to make 2FA required for all
users in your company.

Download Google Authenticator



# Download on the GETITON
S App Store | P> Google Play


https://apps.apple.com/us/app/google-authenticator/id388497605
https://play.google.com/store/apps/details?id=com.google.android.apps.authenticator2

